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1
Decision/action requested

Approve pCR below.
2
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3
Rationale

The requirements on identifier and credentials storage, as described in Key Issues #5.1 and #5.2, have been discussed much in SA3 and there has been little progress during online discussions at the meetings. We have submitted a companion contribution S3-170235, which hopefully contributes to coming to an agreement. 
However, it is quite possible that there will be no agreement during this meeting, and hence no agreement during the study phase. We claim that in this case, agreement can be reached in normative phase. From a technical point of view, the protocols, procedures, etc. to be defined in the normative phase can be decided on without decision on credentials storage. Hence, normative phase can be started without this decision, and given enough time, reaching an agreement is possible. So we propose that the decision on requirements for identifier and credentials storage are done in normative phase.
4
Detailed proposal

Add the following text to [1].
***BEGIN CHANGES***

Annex X: Questions and Interim Agreements

…

X.5 Questions and Interim Agreements for Security area #5: Security within NG-UE
X.5.1 Questions and Interim Agreements for Key Issue #5.1
X.5.1.0 Questions in other clauses affecting this key issue

X.5.1.c Security requirements on storage and processing of subscription credentials and identifiers
X.5.1.c.1 Description of Question
Which are the security requirements for storage and processing of subscription credentials and identifiers for use in the Next Generation system?
X.5.1.c.2 Interim Agreement

SA3 will decide on security requirements for storage and processing of subscription credentials and identifiers for use in the Next Generation system in normative phase (phase 1). 
X.5.2 Questions and Interim Agreements for Key Issue #5.2
X.5.2.0 Questions in other clauses affecting this key issue

X.5.2.c Security requirements on storage and processing of equipment identifier 

X.5.2.c.1 Description of Question
Which are the security requirements for storage and processing of the equipment identifier for use in the Next Generation system?
X.5.2.c.2 Interim Agreement

SA3 will decide on security requirements for storage and processing of the equipment identifier for use in the Next Generation system in normative phase (phase 1). 

***END CHANGES***
